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Abstract: : ok

In this paper we propose a technique that can be used for signature
recognition. This technique is a contour based technique. Here we propose a simple
and-effective approach that can be easily implemented in a programming language.

The paper deals with the recognition of the signature, s human operator
generally makes the work of signature recognition. Hence the algorithm simulates
human behavior, to achieve perfection and skill through AL The logic that decides the .
extent of validity of the signature must implement Artificial Intelligence Pattern . ... .,
recognition is the science that concemns: the description or classification of .t £
measurements, usually based on underlying model Since most pattern recognition .« + .11, .
tasks are first done by humans and automated later, the most fruitful source of featuirts e . -
has been to ask the people who classify the objects how they tell them.a part-¢ i ii.+
Signatures are a behavioral biometric that change over a period of time ‘andare:. = rin
influenced by physical and emotional conditions of a subject This technique gives
acceptable results in a simple and fast way.
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1. Introduction

Signature of a person is an [mportant Biometric Attribute of a human being and is used for
authorization purpose for decades. With a lot of computing power. available with modemn
computers there is a vast scope to develop fast algorithms for signature recognition. There is a lot
of research work being conducted in this field.

Various approaches are possible for signature recognition with a lot of scope of research. In
this paper we deal with an Off-line signature recognition technique, where the signature is
captured and presented to the user in the format of image only. We use various image processing
techniques to extract the parameters of signatures and verify the signature based on these
parameters.

Signature is a simple, concrete expression of the unique variations in human hand geometry.
The way a person signs his or her name is known to be characteristic of that individual.
Collecting samples for this biometric includes subject cooperation and requires the writing
instrument. Signatures are a behavioral biometric that change over a period of time and are
influenced by physical and emotional conditions of a subject. [1], [2]. '
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2. Off-Line Signature Verification

Literature Overview i ine si ification is a very old

i iew Automatic off-lin¢ signature verl . \ patiem
Jassification problem. involving the discrimination of genwine and fbr‘:ay “Fﬂl;l‘&_wm s

- mpieoe paper. Unlike on-line systems, off-line systems have only the image of a signature a

P °£ma words, dynamic information is not available for the off-line signature verification.

Other Tiﬁﬁlltiﬂ such as variation within mmc_m-mu.‘nouq introduced h_,. the scanning
s difference in pen width make off-line signature verification a chlllleusms'wnum It

: w::t: notice that, even pmfasionll forensic examiners pel:f?wm.at about 70% o{m

e ine or forgery) Thedﬂﬁuﬂt}-ofmcdmilamnmbemmby

classification rate (genuine or 107 : ! ¢ ~  sppeed
ooking - ure which depicts four genuine and test signatures. Although 8
lwcm w"u% it is actually a forgery. [3], [4]. [5) [6] et al. gnature

3. Contour Generation
L daant .Ei.ﬁmpm.momedtpguu?rmlizdbinayimage. We f"“"w_uegiu
Ill":palﬁm:;ilm noise removal using filtering, Sulms.Smoodleumg. Intensity normalization,
Thinnhr,'l‘l:isgimusabiurysignm template. This is shown in following figures[7].

Fig 1. Preprocessing steps: (a) scanning, (b) background elimination, (c) noise reduction, (d)
width normalization, (e) thinning applied signatures.

3.1 Background Elimination

Data area cropping must be done for extracting features. P-tile thresholding was chosen
to capture signature from the background. Afer the thresholding the pixels of the signature
would be *17 and the other pixels which belong to the background would be 0",
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3.2 Noise Reduction

A noise reduction filter is applied to the binary image for eliminating single black pixels
an white background. 8-nelghbors’ of @ chosen pixel are examined. If the number of black pixels
s greater than the number of white pixels, the chosen pixel will be black otherwise it will be
white.

3.3 Width Normalization

Signature dimensions may have intrapersonal and interpersonal differences. So the image
width is adjusted to a default value and the height will change without any change on height-to-
width ratio. At the end of width normalization the width dimension is adjusted to 100.

3.4 Thinning

The goal of thinning is to eliminate the thickness differences of pen by making the image
sne pixel thick. In this system Hilditch's Algorithm is used.

We use the normalized template for further processing. The signature has intra-class
qariations i.c. signatures of a same user have variations, but these variations are limited. Forged
ignatures (Simple forgeries) and different user's signatures have vast variations (Inter — Class
sariations). We try to detect these variations in signature segments.

We generale a contour of signature; this contour is actually the external boundary of the
ignature. The Dilation algorithm is used for this and various levels of dilations are used. This is
wchieved in programming environment by drawing circles of various radii on the templates and
illing them with appropriate color; the circles are drawn with radii r, r2, 13, r4. Where r4 >3 >
2 >rl. This operation gives a structure with bands of varying thickness. These bands of colors
vill represent the variation extent of each pixel and hence the signature segments. This structure
s shown in Fig 2.

Fig 2. Contour Generated for signature
The four bands in the testing program were generated with r1=3 Pixel, r2=6 Pixel, r3=10
dixel and rd4=16 Pixel radius and filled with Black, Red, Green, Blue colors respectively. The
olors arc represented in (R,G,B) format where Red=(255,0,0), Green=(0,255,0), Blue=(0,0,255)
ind white=(255,255,255), Black=(0, 0, 0). We call this bands pattern as a “Check pattern”. In the
iext section we discuss the detection process. 3

4. Detection Methodology

For training purpose we take three standard signatures from a user and generate the same
sand structure for them. For detection purpose we use two templates at a time, one is the test
ignature and the other is from the standard templates; ... - .
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Fig 3.Standard Signatures and the test signature.

Sinu“tnrdaedtpammupmmd_fawmsimntﬂﬁndmemmmm

mllﬂw&mwffummEX-ORopawmmﬂtmmphﬂ :

ThisEx-ORupgmimwﬂlbeperfumdmlhe(KG. B) color triplet of each pixel because of
this in the test(x, y) template various colors are by the EX-ORing of R G B bands R(255,0,0)
Ex-Or G(0,255,0) will yield (255255,0) If the same color is there it will genenate (0, 0, 0) Black (0,0, 0)
Ex-(kodwi'dlAnyofﬂ'leR.G.Bbandsmﬂgi\rememanlotgnlyLe.B.G.Bc_mly.mkcam
insipmplnenncullyﬂnallwedwﬂimfwﬂwpmdmdtflh_epudi.si.nlheallnwd
milﬁnmitwillmuEi_dﬂofhm&&Bwammblmmcf‘R,G‘a_MBM
ptulsuem-dcvindpiuls(mack (0, 0, 0) Ex-Or Black (0,0, 0) Will give (0, 0, 0) i.e. Black only). The

color codes used are as follows.

TABLE 1
COLOUR CODES USED IN SOFTWARE PROGRAM
0. Black 0 0 0
1. Red -- | 255 |0 0
2. Green 0 255 |0
3. Blue 0 0 255
4. Background color |0 100 | 96
5. White 255 | 255 | 255
6. Colorl 0 252 | 255
7. Color2 255 | 8 255
8. Color3 255 (252 |0
9. Test result | 255 | 156 | 168
background

The check pattern after Ex-Or operation is shown in Fig. 4

Q 5 o Ay
Fig 4. Check Pattern generated after EX-ORing of two signature lemplates.
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The next stem of the operation is to scan this check pattern and count the number of
pixels of each color, Red (NR), Green (NG), Blue (NB), Black (NBK) and White (NW)
respectively.

We give these parameters as inputs to a neuro-fuzzy classifier. The fuzzy logic detector
has I'our‘ptr_ticipalim sets Perfect, Good, Okay and Rejected, for which the om:ustl of neural
network is given.

5, Conclusion

We have implemented a simple contour based signature iti : = -
like.the number of pixels, Angle of rofation, widie heght we. cox I;l!:;s  with vasious
generated by dilation. We use EX-Oring of the bands in check pattem 10 find out variation in sioatire
pixels Signature
While implementing the recognition process, we have use quite simpler way. At this
mmgcﬂingmrl'cyupwahmw%tqmm:muymbca:hiwedyupm 100;.:;
implementing very tight preferences, but in practical situations tradeoffs can be achicved by
user’s discretion. After checking several signatures, we found that the irrelevant si =
surely rejected by the software but itispussiblethmthesignaturethnmeuﬁnjgmhm#d
will be rejected. This can be achieved through providing more number of training signatures
This technique is simple to apply in a program coding and further performance can be
improved by using better classification algorithm.
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Ono3HaHHE “QOcpnaiin” NOMMHCH
B. XauaTypss
ARHOTAROASR

B paboTe MPEATAracTcR MCTOA onmspanus ,Odmails” noanHCK  OCHOBAHHEI
KOHTYPHOE OKPAIIHBAHHE B 32BHCHMOCTH OT MHOTHX NBPAMETPOR: KOJNNECTRO MHRCEACH, 5
HAKNOHA, LIHPOTA, BHICOTA. Mil HCTIOAB3YEM EX-Oring A% NpoBEPKH NOLTHHHOCTH nom“:
[TpHBOAMTCH NPHMED ONAIHAHMA MOXMHCH.



